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___________________________________________________________________________

EDUCATION:

University of Maryland, Masters in Information Systems, Completion: March 2004
Heidelberg, Germany 2000-2004.
Mary Washington College, BS in Computer Science, Completion December 1997, Fredericksburg, Virginia. 1996-1998. 

Northern Virginia Community College, Associates in Computer Science,

Woodbridge, Virginia. 1995-1996. 

Northern Virginia Community College, Associates in German, Woodbridge,

Virginia. 1995-1996. 

Electronic Warfare Signals Intelligence Analyst Diploma, Goodfellow AFB, San

Angelo, Texas, 1991. 

SUMMARY:

Thirteen years experience in the computer field working with several Unix variants, Novell, MS-DOS, MS-Windows, MS-Windows NT (Client and Server), MS 2000 (Professional and Advanced Server)

Seven years experience providing computer security solutions in all aspects of Information Assurance.  (Intrusion Detection, Accreditations, Prevention, and Hacking Attacks)

Six years management experience in development and mission critical operation environments executing the mission with homogeneous classification.

Three years experience with knowledge management tools like Convera Retrievalware utilized in an enterprise and experience with designing database functionality for use on experimental data visualization tool and asymmetrical data analysis with real-world mission requirements.

Five years experience designing, developing and working with MS-SQL Server, IBase  and Oracle including Oracle PL-SQL.

Two years experience developing real time OLAP systems.
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TECHNICAL SKILLS:

Databases Expertise: Access (Version 2.0 - 97), MS SQL V 7.0 & 2000, ORACLE 7, 7.3, 8, 8i

Programming Structures: Client/Server Methodologies, Object Oriented

Programming (OOP), Hungarian Notation, PDL Commenting Structures, Scripting

Programming Languages knowledge:  ASP.Net, VB.Net, C++, Delphi, Ada 95, Java, HTML, Perl, XML, Visual Basic, Pascal, Active Server Pages (ASP) and Assembly languages. 

Specialized Applications:  Convera Retrievalware, Starlight, Satellite Tool Kit (STK), Flight Control, Analyst Notebook, IBase, Falcon View, ArcView and Groove

Security Knowledge: DOD Information Assurance, CISCO IOS router firewalls, Cyberguard v4.1 on SCO Unix, Created Security plan in Enterprise level organizations 

Intrusion Detection Systems: Internet Information Systems Real Secure V 5.0, 5.5, 6.0

Platform knowledge: UNIX, DOS, and Mac operating systems and integration onto a Novell NetWare 4.11 network along with MS 2003, 2000, NT Server and NT Workstation. Plus knowledge of CISCO Routers

Information Assurance Manager for a major Department of Defense task force in the former Yugoslavia region.

Network Technician providing network installations for student and faculty,

working on a 3,200 users fiber optic network. Providing system upgrades and

troubleshooting for NetWare 4.11. 

Knowledge of TCP/IP and Network Administration and Management. Automation Engineer conducting daily network operations on a MS NT Net, implementing Windows NT Server (V4.0) and NT for Workstations (V3.5). 

UNIX System Administrator Solaris 

PROFESSIONAL EXPERIENCE AND HIGHLIGHTS:

Sr. Computer Security Engineer, Lockheed Martin Information Technology, Inc. 2002 to Current

Senior Computer Security Engineer for Headquarters USAREUR DCS, G2 performing Network Infrastructure and Network Monitoring for three homogenous classified networks.  Primary responsibility of Computer Security and secure solution for the EUCOM Intel community.  Team Lead for a development\web team developing database applications for the USAREUR Intelligence community.  Team lead on Information Dominance Cell (IDC) supporting experimental applications using STK, Starlight, MTT and IBASE.  Primary facilitator of implementing knowledge management tools like Convera Retrievalware utilized in an enterprise creating taxonomies for functional requirements and experience with designing database functionality for use on experimental data visualization tool and asymmetrical data analysis with real-world mission requirements.  Utilizing SQL Database applications and the current web programming languages.  Established and built the team to five personnel and establishing the standards for future growth.  Other responsibilies are implementation of Biometrics and Special Projects.  As team lead working with different contracts, contractors and government employees to develop fast professional and feasible solutions working with the Intel community mission priorities.  Abilities included ATM infrastructure, Microsoft Products (programming and administration), firewall and router support.  Work within the Intelligence Communities priorities and missions.

Sr. Computer Security Engineer, Northrop Grumman Information Technology, Inc. 2000 to 2002

Senior Computer Security Engineer for US Army Regional Computer Emergency Response Team - Europe. Worked and consulted on the Army’s premier computer network defense program, defending 60,000 computers, 1,800 Networks, and over 100,000 users. Coordinating and developing database and web tools used by the entire Department of Defense for identifying vulnerable systems at such an enterprise scale.  Technical Point of Contact for all database security logging mechanisms and Intrusions signatures.

Information Assurance Manager, MANTECH, Inc 2000 to 2000

Information Assurance Manager for a major Department of Defense task force in the former Yugoslavia region, writing policy, accreditations for on all types of platforms (UNIX, NT and WIN9X platforms).  Coordinating with Army RCERT-E and DISA for all Security incidents for a 2,500 computer network with 4 different classified networks.

Sr. Software Security Analyst, STG, Inc 1999 to 2000

Consulted and observed a intrusion detection team for the Department of State, writing policy and technical briefs a papers of correct configurations on all platforms (UNIX, NT and WIN9X platforms).  Helped secure Embassies around the world from intrusions and analysis of social engineering incidents.

Project manager and Lead consultant, Booz, Allen and Hamilton 1998 to 1999

Consulted and contract lead with the US Air Force and Royal Saudi Naval Forces on network architecture, database and application optimization consolidation onto an Oracle web environment with different levels of security classifications and homogeneous platform integration. Utilizing full life cycle management and configuration management support plus supported many successful proposal efforts growing our business two fold.  

Network Engineer, Mary Washington College 1996 to 1998

Supported faculty and students, providing installations and understanding of network management. 

Database Engineer, Dean Witter Reynolds 1994 to 1996

Conducted network operations and programming to constructing accurate retirement planning programs used for financial portfolio analysis. 

Signals Intelligence Analyst, US Army 1990 to 1994

UNIX System Administrator for WARRIOR and RAWS analytical systems. Consulted in new system deployments at Field Station Augsburg. Chief graphical briefer in Augsburg in all levels of European and U.S. Intelligence Systems. Held top secret clearance with current background investigation.

SECURITY CLEARENCE:
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